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20.1. IHCTpYMEHTbI MOHUTOPUHra

-OB30p Task Manager

O630p Performance Monitor

O630p Resource Monitor

O630p Reliability Monitor

O630p Event Viewer

MOHUTOPUHT cepBepa ¢ NoOMOoLLbIO Server Manager




O630p Task Manager

Task Manager helps you to identify and resolve performance-related issues

Task Manager
File Options View
| Processes | Performance I Users l Details] Servicesl
= 0% 27%
Name Status CPU Memory
A
Apps (1) i
P g5 Task Manager 0% 7.2 MB
Background processes (8)
b [m7] Distributed File System Replicati... 0% 6.7 MB =
b [m7 Domain Name System (DNS) Se... 0% 79.3 MB
b (s Microsoft Distributed Transacti... 0% 23 MB
b [m7 Microsoft.ActiveDirectory.WebsS... 0% 9.3 MB
b pl,,_;,ll Spooler SubSystem App 0% 1.9 MB W
b [m7] Virtual Disk Service 0% 1.6 MB
b [87] Windows NT Distributed File Sy... 0% 0.9 MB
b [®7 Windows NT Intersite Messagin... 0% 0.9 MB
Windows processes (22)
[=7 Client Server Runtime Process 0% 1.0 MB
[=7 Client Server Runtime Process 0% 0.9 MB
[27] Desktop Window Manager 0% 16.3 MB
B et DencaccforWindoame Tacke | porl 1.2.n4D X
@ Fewver details End task




O630p Performance Monitor

Performance Monitor enables you to view current performance statistics or to view historical

data
Data Collector Sets have gathered  rerformance Monitor [=[= [T
&) File Action View Window Help NEE
e 2[E G
@ Jerformance EEENEY YIET-EL]
4 g Monitoring Tools
B8 Performance Monitor R o Coosooieoienie e
4 [ = Data Collector Sets 1 7=
3 ;,!, User Defined
[ ,.. System 0
" Event Trace Sessions |
) Startup Event Trace Ses
4 [ Reports 60+ o 'llt
4 E User Defined .-‘/‘ B -'}"..‘l“\;#"'
b L[ Server Manager Per / ‘ | 'l ’[
4 & System 407 : l ;
b L[ Active Directory Dia ; f ] I ] |I “
b [ System Diagnostics 204 : ]II 1
3 g System Performanc : J"’ ‘ ”
. viE! (1ot
5:30:57 AM 5:31:30 AM 5:31:59 AM 5:32:35 AM
Last| 1.123 Awverage [ 3,739 Minimum | 0.000 Maximurm [ 63.033
Duration | 1:40
Show Color Scale Counter Instance Parent Object Computer A
v - === 1 W =l
v 10.0 Current Disk Queue Length _Total =S PhysicalDisk WLON-DC1 |
v 1.0 % Disk Time _Total === PhysicalDisk WLON-DC
v 100.0 Avyg, Disk Queue Length  _Total --- PhysicalDisk WLON-DCH
v 1.0 % Disk Read Time _Total -=- PhysicalDisk WLON-DCH
v 100.0 Awg, Disk Read Queue Le... _Total --- PhysicalDisk WLON-DC
v 1.0 % Disk Write Time _Total --- PhysicalDisk WLON-DC1
v 100.0 Awg, Disk Write Queue Le... _Total --- PhysicalDisk WLON-DC b
</ n [ |>




O630p Performance Monitor

Primary Processor Counters:

- Processor > % Processor Time

- Processor > Interrupts/sec

- System > Processor Queue Length

Primary Network Counters:

. Network Interface > Current
Bandwidth

- Network Interface > Output Queue
Length

- Network Interface > Bytes
Total/sec

Primary Disk Counters:
- Physical Disk > % Disk Time
- Physical Disk > Avg. Disk Queue Leng

Primary Memory Counter:

- The Memory > Pages/sec
counter



O630p Resource Monitor

Resource Monitor provides an in-depth look at the real-time performance of
your server

() Resource Monitor |;|£-
File Monitor Help
Overview | CPU | Memory | Disk | Network
]
CPU B 3996 CPU Usage [ 1009 Maximum Frequency A al [ > Yiews Iv 2
[ ] Image PID Desctip...  Statlis Threads CPU  Averag.. A CPU 100% -
|:] perfmon.exe B8 Resour.. Running 17 37 38.21
[] svchost.exe (ICService) 2012 Host Pr... Running 4 0 003 | =
[] svchost.exe (RPCSS) 760 Host Pr...  Running 9 0 Q.00
[] svchost.exe [LocalServiceMo.., 992 Host Pr... Running 20 0 0.00
[] system 4 NT Ker..  Running 93 0 0.00
| System Interrupts - Deferre... Runnhing - 0 Q.00 et |-
[:] services.exe 520 Service..., Runnhing 13 Q0 0.00 60 Seconds 0%
D Isass.exe 528 Local S...  Running 30 0 0.00 Disk 100 KB/fsec
[] smss.exe 260 Windo.. Running 3 0 0.00
l:] Csrss.exe 360 Client.. Running 0 000 |V i
Disk B 4 kBfsec Disk IfO M 6% Highest Active Time A
Image PID File Read .. Write.. Total.. I/OPr.. Resp.. A 2
System 4 CAJE... Q0 69 69 Normal 76
System 4 CAWILL, Q0 63 63 MNormal 65 |
System 4 CAEE... Q0 137 137 Normal 45 = 1 Mbps -
System 4 (o1 9 Q0 273 273 Normal 34
System 4 CAWiIL., Q0 63 63  Normal 25
System 4 CAWILL, Q0 1,130 1,130  MNormal 22
System 4 CVWiLL, o] 1,446 1,446 MNormal 21
System 4 CAWILL, Q0 181 181 Normal 20
System 4 C\Us... o] 1,862 1,862 MNormal 20
System 4 CAEL.., o) 631 631  Normal 13
Network B 0 Kbps Network 170 B 2% Nebwork Utilization v Memory 100 Hard Faults/sec
Memory B 0 Hard Faults/sec M 579 Used Physical Memory v F 7




O630p Reliability Monitor

Monitors hardware and software issues
*Provides Stability Index number (from 1to 10)

-1 represents lowest stability
-10 represents highest stability

-Reliability monitor window components include:
- Historical reports on stability index

- Reliability details

- Action to be performed: saving historical data, starting
Problem Reports console, checking online for a solution

to specific problem




O630p Event Viewer

Event Viewer provides categorized lists of essential Windows log events, and log

groupings for individual installed applications and specific Windows component
categories

@ Event Viewer [ [ = ]
File Action View Help
e 2
@ Event Wiewer (Local) System  MNumber of events: 545 () New events available Actions
b [ Custom Views : : =i
4 B Windows Logs Level Date and Time Source EventID ~ System -
oY & Application @Informatfon 6/29/2012 5:38:45 AM Servfce... 7036 | /= Open Saved Log...
i;] Security @Informatfon 6/29/2012 5:38:40 AM S.ENICE... 7036 & Create Custorn Vie..
] Setup @Informatlon 6/29/2012 5:36:57 AM Filterhd... 1 :
= . g . Import Custom Vie..,
Systern | @Informatlon 6/29/2012 5:36:53 AM Filterh... 6
,E:],,F,Omar,d.ec‘ Eienits (i)Information  6/29/2012 5:34:30 AM Filterhd... 1 Clear Log...
4 _D Applications and Services Lo @Information 6/29/2012 5:32:32 AM Filterh... 6 ? Filter Current LOg
g] Active Directory Web Ser @Information 6/29/2012 5:32:26 AM Service... 7036 |—| p 2
&] DFS Replication (information  6/20/20125:31:10AM  Service.. 7036 || e -
is] Directory Service (i) Information  6/29/2012 5:31:10 AM Service... 7036 &8 Find.. -
fs] DNS Server (i) Information  6/29/2012 5:31:02 &AM Service... 7036 b Save All Events As...
i+] Hardware Events (i) Information __6/29/2012 5:25:56 AM Service... 7036 v SR TR
& Internet Explorer < | m >
= i Wiew >
E:] Ke'y ManagementiSensicy Event 7036, Service Control Manager X
p | Microsoft @ Refresh
] Windows PowerShell General | Details .
R Help >
4 Subscriptions A
The Network Connections service entered the running state, LT Event 7036, Service.. «
(=] EventProperties
| : Y1l | @] Attach Task To This...
< 1] , > ]
< m > ‘ = 52 Copy | RV




O630p Event Viewer

Event Viewer provides the ability to
-View multiple logs
- Create customized views

- Configure tasks scheduled to run in response to events
- Create and manage event subscriptions

-Event Viewer has many built-in logs such as
- Application log
- Security log
- Setup log
- System log
- Forwarded events



MOHUTOPUHI cepBepa ¢ NOMOLLbIO Server Manager

Server Manager console:

*Installed by default on Windows Server 2012, can
be installed on Windows 8

*Supports monitoring of Windows Server operating
systems

Provides a centralized monitoring dashboard
Analyzes or troubleshoots ditferent types of issues
-ldentifies critical events

*Monitors the status of Best Practices Analyzer tool



20.2. Ucnonb3oBaHume Performance Monitor

Performance Baselines, Trends, and Capacity
Planning

What Are Data Collector Sets?

Demonstration: Capturing Counter Data with a Data
Collector Set

What Are Alerts?

Demonstration: Configuring an Alert
Demonstration: Viewing Reports in Performance
Monitor

Monitoring Network Infrastructure Services
Considerations for Monitoring Virtual Machines



Performance Baselines, Trends, and Capacity

Planning

* By calculating performance baselines for your server
environment, you can more accurately interpret real-time
monitoring information

* By establishing a baseline, you can:
- Interpret performance trends
- Perform capacity planning
- Identity bottlenecks

* Analyze performance trends to predict when existing
capacity is likely to be exhausted

* Plan the capacity for the key hardware components:
processor, disk, memory and network



What Are Data Collector Sets?

* Data collector sets enable you to gather
performance-related and other system statistics for
analysis

- Data collector sets can contain the following types of data
collectors:

- Performance counters
- Event trace data
- System configuration information



Demonstration: Capturing Counter Data with a

Data Collector Set

In this demonstration, you will see how to:
- Create a data collector set

- Create a disk load on the server

* Analyze the resulting data in a report









What Are Alerts?

*An alert notifies the administrator of events that
have occurred or performance thresholds that
have been reached

*When creating an alert, configure the following
settings:
- Alert when
- Alert Action
- Alert Task




Demonstration: Configuring an Alert

In this demonstration, you will see how to:
- Create a data collector set with an alert counter

Generate a server load that exceeds the configured
threshold

* Examine the event log for the resulting event






Demonstration: Viewing Reports in Performance

Monitor

In this demonstration, you will see how to view a
performance report



Monitoring Network Infrastructure Services

Monitoring is essential for:

-Optimizing network infrastructure server
performance

*Troubleshooting servers

Active Directory ﬁ

DHCP server R DNS server

Internet |

Perimeter
network



Considerations for Monitoring Virtual Machines

Considerations for monitoring virtual machines:

*Virtual machines must be assigned sufficient
resources for their workload

*If multiple virtual machines run on a host, ensure
the host has enough resources

*Resources are shared, so performance of one
virtual machine can affect the performance of
others

*You must remember to monitor the resource
utilization on the host as well as the guests



20.3. MOHUTOPWHT XXypHanoB cobbITUI

-Using Server Manager to View Event Logs

What Is a Custom View?

Demonstration: Creating a Custom View

What Are Event Subscriptions?

Demonstration: Configuring an Event Subscription



Using Server Manager to View Event Logs

Server Manager provides a centralized location for

event

Event
-Enab

ogs from remote servers

ogging
ed by default

- Categorized by technology: AD DS, DNS, Remote Access

*Customized views

- Create queries for specific types of events that need to
be displayed

- Configure event data that needs to be displayed



What Is a Custom View?

Custom views allow you to query and sort just the events that you want
to analyze

Create Custom View E3l

Filter | ¥ML

Logged: | Any time

Event level: (] Critical [] Warning [] verbose

[] Ervor  [] Information

@® Bylog Event logs: | v

(U Bysource  Eventsources: |

v

Includes/Excludes Event IDs: Enter ID numbers and/for ID ranges separated by commas, To
exclude criteria, type a minus sign first. For example 1,3,5-99,-76

<Al Event IDs =

Task categony: | B
Keywvords: I -
User: <All Users >

Computer(s): | <Al Computers>

Clear




Demonstration: Creating a Custom View

In this demonstration, you will see how to:
*View Server Roles custom views
*Create a custom view



What Are Event Subscriptions?

Event subscriptions allow you to collect event logs from
multiple servers, and then store them locally




Demonstration: Configuring an Event Subscription

In this demonstration, you will see how to:
- Configure the source computer

- Configure the collector computer

- Create and view the subscribed log









