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1 The description of information security

The global 
penetration of 
information 
technology into our 
lives, the gradual 
transition to 
electronic ways of 
doing business set 
new information 
security challenges 
for market 
participants.



2 The problem of studying internal threats 
to information security

Company 
management 
should pay 
particular 

attention to

own business 
coped and 
procedures

organizational 
culture

technical 
environment



3 The solution of these problems

Set the table of values   in the company

Organize periodic training for all employees to 
improve their skills

Determine password requirements and account 
management policies in corporate systems

Logging, monitoring and auditing real-time 
employee actions

Use additional warning measures for system 
administrators and privileged users.
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