## Lecture 3



## Objectives



## Broadcast Domains



Routing device do not forward broadcests
Thoy definc the edge of the domain
They dafine the sdge of the domain


12 Swoitches forward arcadeasts out all ports (except ingress)

Host D


Broadcast Domain 2

## Broadcast Domains



## Broadcast Domains



## Virtual LAN

LAN. Devices in the same broadcast dumain


VLAN: Devices in the same bruadcast domain


## Virtual LAN

## Simply add a router, which can route unicast and multicast traffic

 between the LANs.
## Virtual LAN



## Virtual LAN



## Virtual LANs



## Virtual LANs

on the port to which a device is attached

## VLAN-Virtual Local Area Network


located on different physical switches

Traffic between ports in the same VLAN
are propagated through the VLAN
Traffic between VLANs
does not cross VLANs

## VLAN Creation

In ArubaOS-CX VLAN 1 is created by default and cannot be removed. By default, all ports are members of this VLAN. This is a common default for many switches.

## By default all ports are mapped to VLAN 1



VLAN 10 exists, but nothing is connected

## Virtual LANs (VLANs) Types

## Default VLAN

- Includes all switch ports when a switch is in its default configuration. In the default configuration, the default VLAN carries both management traffic and standard network traffic.
- Initially the default VLAN. For HP switches, the primary VLAN is the only VLAN on the switch that can receive a
Primary VLAN switch-generated address via DHCP.
- You can designate a custom VLAN as the primary VLAN and make it responsible for some management functions.


## Virtual LANs (VLANs) Types

- Management VLAN is used for managing the switch from a remote location by using protocols such as telnet, SSH, SNMP, syslog etc.
- Normally the Management VLAN is VLAN 1, but you can use any VLAN as a management VLAN.
- To identify a specific VLAN as the only VLAN from which users can connect to the switch management interface.


## Virtual LANs (VLANs) Types

- When created as a custom VLAN, the

Secure secure management VLAN is an isolated network specifically used for switch management. Access to management functions is then limited to only those ports configured as secure management VLAN members. Traffic cannot be routed to or from this VLAN.

## Voice VLAN

- Custom VLAN that can be created to isolate VoIP traffic from other network traffic.


## VLAN Creation

## SW1 (config)\# VLAN 10

SW1 (config-VLAN-10)\#


SW1 (config)\# VLAN 2-5,10
$\square$
SW1 (config)\# no VLAN 10

SW1 (config) \# VLAN 10
SW1 (config-VLAN-10)\# shutdown

## VLAN Creation

## SW1(config)\# VLAN 10

SW1(config-VLAN-10)\# name Sales

No devices are yet attached to this virtual switch, as shown in the figure.

## VLAN Creation

- Define the VLAN name and ID;
- Transfer ports from the default VLAN to the new VLAN;
- Assign an IP address to the VLAN (optional).


## VLAN links

## Access link; Trunk link

## Access link

- Port linked to a network device other than another switch.

Trunk link

- Port linked to another switch.

Tagging is based on the 802.1Q standard.

## Access Ports

```
AN-'wl_[i.f:' vlau 10
#4 in:rt1;-v an-l":d תama Salag
\therefored_iccrtig-v_=n-1u; + exit
<N- <c|[i%% vlor 20
*N inerti& % an #n:d namm Samvice
\becausea :ocrfiz-v゙ =n-0; + axit
```



```
\(\because \Leftrightarrow\) ：rcrfigーッ＊：n－iu：＋axit
```

_ Klap perts to VLANs

## 「ボ． 4 bow v1a凡

## ［5firs＇vLidss

```
#/4 :ucrfi:{: interfzre 1/1/1-1/1/2
```



```
#a imirtij-it-s1%":1-1: ;%:2 axit.
\therefored_ \ocrEig: A interface 1/1/11-1/1/12
```



```
:W inertiq it &1," i4 1: \therefore.,;' amit.
```

| $\because-\leq 4$ | Ham＝ | －satus | kexson | ＇1\％ | Interfaces |
| :---: | :---: | :---: | :---: | :---: | :---: |
| 1 |  | p | nk |  |  |
| 10 | 组1：\％－ | 110 | 1：k | ：．．1．c | 1；1：－？ |
| 20 | Se－ivi＊e | $4{ }^{\circ}$ | ＋1． | $=-a \mathrm{~L}-\mathrm{C}$ | $1: 1:-110: 2$ |

The rast zitra ports eit still IIapred lu WLAN1

## Access Ports



## Extending VLAN Across Multiple Switches

Problem You must extend VLANs over multiple switches using one port.


You used TWO ports for inter-switch VLAN connections - not scalable!

## Extending VLAN Across Multiple Switches

We need a way to use one single physical port to connect multiple VLANs.

### 802.1Q Tagging



### 802.1Q Tagging

This standard adds an additional 4 bytes field, the 802.1Q Tag field.

| DA | SA | Tag | Type <br> Length | Data | FCS |  |
| :---: | :---: | :---: | :---: | :---: | :---: | :---: |
| 6 | 6 | 4 | 2 | Up to 1500 | 4 | bytes |



### 802.1Q Tagging

## This frame is for VLAN 10

## This frame is for VLAN 20

Thus, you can now extend the VLAN concept across multiple switches, using a single physical port.

### 802.1Q Tagging

This VLAN is known as the Native VLAN or Untagged VLAN. By default, in ArubaOS-CX VLAN 1 is considered the native VLAN.


## Configure VLAN Trunks: Allowed VLANs

## SW1 (config) \# interface 1/1/24 <br> SW1 (config-if) \#VLAN trunk allow 1,10,20



| Destination MAC | Source MAC | Ler | Parkeal FOS |
| :--- | :--- | :--- | :--- | :--- |



Entry timesut = 3C03


## Configure VLAN Trunks: Allowed VLANs


sWi $\ddagger$ Show VLAN Port $1 / 1 / 24$

VLAN
Namo
Nodo
Mapping

| 2 | DESMULT_VIN_1 | native-untagqed | port |
| :--- | :--- | :--- | :--- |
| 10 | Salco | trunk | port |
| 20 | Servine | trunk | port. |

## Configure VLAN Trunks-Native VLAN

SW1 (config)\# interface 1/1/24 SW1 (config-if)\# VLAN Trunk native 10

| 1 | DEFRULT VLAN 1 | trunk | Fort |
| :--- | :--- | :--- | :--- |
| 10 | Eales | native-untagged | port |
| 20 | service | trunk | port |

## Address Resolution Protocol (ARP)

## At this point, Address Resolution Protocol (ARP) becomes involved in the process.

## ARP is used to convert an IP address to a physical address




## ARP Request

says "Who has 192.168.1.2 and what is your MAC address?"
broadcast
MAC address for the destination (FF:FF:FF:FF:FF:FF).

## ARP Request



## ARP Reply

## "That's me! And this is my MAC address".


keeps a table of recently used hardware and IP addresses in memory, called the ARP cache
after
20 minutes

## Address Resolution Protocol (ARP)

FF:FF FF:FF:FF:FF<br>Bruedersi MAC auldiess



## ARP Packet Format



| hw type | sender hw addr |
| :---: | :---: |
| protocol type | sender ip |
| hwlen | target hw address |
| target ip |  |



## Configure a VLAN

Access-1
6300-A


## Configure a VLAN



## Configure a VLAN

## T11-Access-1\# configure terminal

T11-Access-1 (config) \# VLAN1111
T11-Access-1 (config-VLAN-1111)\# name EMPLOYEES
T11-Access-1 (config-VLAN-1111)\# exit


## Configure a VLAN

T1 1 -Access-1 (config) \# interface 1/1/1
T11-Access-1 (config-if)\# VLAN access 1111
T1 1-Access-1 (config-if)\# interface $1 / 1 / 3$
T11-Access-1 (config-if)\# VLAN access 1111
T1 1 -Access-1 (config-if) \# exit

```
T11 z=ceas 1 (corfig) % Show VILAN
```

- $二 E F A U T T$ VIAIN_1
-/1, $\because, 1 / 1 / 4-1$ /1/28
-111 EMELONEES
-/1;1, 1/1/3

down

UE3
$\omega k$
sLaL-c

## Configure a VLAN

```
T'1-Ar:t:Mn=- (c:omlig) # Show VIAN Port 1/1/1
VLR.N Name
Modc
Mappinc
1211 ニMトLUYヒニ゙S
azcess
port
T-1-Nccesa-(-(contiq)#
```


## T1 1－Access－1（config）\＃Show VLAN Summary

Number of existing VLANs： 2
Number of static VLANs： 2
Number of dynamic VLANs： 0

## Configure a VLAN

T11-Access-1 (config)\# show interface 1/1/1
Interface 1/1/1 is up
Admin state is up
Link transitions: 1t
Description: TO_PC-1
Hardware: Ethernet, MAC Address: 88:3a:30:98:30:27
MTU 1500
Type 1GbT
Full-duplex
qos trust none
Speed $1000 \mathrm{Mb} / \mathrm{s}$
Auto-negotiation is on
Flow-control: off
Error-control: off
MDI mode: MDIX
VLAN Mode: access
Access VLAN: 1111

## Configure a VLAN

```
Internet Protocol Version 4 (TCP/|Pv.4) Properties
Gerneral
You can get IP settings assigned automatically if your netvoork supports
```



``` for the appropriate Ip settimgs.
```


## DObtain ar IP address autometically

```
- Use the following IP address:
IP adidress:
Subnet mask:
Deffer ilt gatewnay:
```



```
Obtain Drds server address automatifolly
© Ulse the filllowing DNS server addresses:
Preferred DNS server:
Altermate Drvs server:
```



```
\(\square\) Validate settings upon exit
```



## Add a Second Switch to the Topology



## Add a Second Switch to the Topology

1. Configure the initial settings on T11-Access-2

6300\# configure terminal
6300(config)\# hostname T11-Access-2
T11-Access-2(config)\# session-timeout 1440
T11-Access-2(config)\#

T11-Access-2(config-if-<1/1/2-1/1/28>)\# shutdown
T11-Access-2(config-if-<1/1/2-1/1/28>)\# exit

## Add a Second Switch to the Topology

T11-Access-2(config)\# interface $\mathbf{1 / 1 / 4}$
T11-Access-2(config-if)\# description TO_PC-4

T11-Access-2(config-if)\# no shutdown
T11-Access-2(config-if)\# exit

## Add a Second Switch to the Topology

## 7. Enable Link Between Access Switches.

T11-Access-1\# configure terminal
T11-Access-1 (config)\# interface 1/1/28
T11-Access-1 (config-if)\#no shutdown
T11-Access-1 (config-if)\#end

T11-Access-2\# configure terminal
T11-Access-2(config)\# interface 1/1/28
T11-Access-2(config-if)\#no shutdown
T11-Access-2(config-if)\#end

## Add a Second Switch to the Topology

T1 1-Access-1 \# configure terminal
T1 1-Access-1 (config) \# interface 1/1/28
T1 1-Access-1 (config-if) \# description TO_T8-ACCESS-2_PORT-28
T1 1-Access-1 (config-if) \# end
T1 1 -Access-2\# configure terminal
T11-Access-2(config)\# interface $1 / 1 / 28$
T1 1-Access-2(config-if) \# description TO_T11-ACCESS-1_PORT-28
T11-Access-2(config-if) \# end


```
(c) 2a1s MEcrosott Corporation. All rifints reserwed.
C:\Userskatucent>ping 13.14.11.1el
P1mg1ng 1%.11.11.1A1 w1th ज% rytes at mata:
Reply trum 16.11.11, 16A= Deslimelicen hush uriregchetulu
Reply from 16.11.11.104: Destineti=n host unreachsble.
Keply from 1e.11.11.18s: Uestinati=n host unreachable
Raply from 10, 11.11. 1ea= nest1nattion hnct unrearhahl=
Pim& =tali=Lice tur' 16.11.11.1e1:
```



## Add a Second Switch to the Topology

## 12. Extend Connectivity for VLAN 1111

T11-Access-1\# configure terminal
T11-Access-1 (config)\#interface1/1/28
T1 1-Access-1 (config-if)\# VLAN Trunk allowed 1, 1111
T11-Access-1 (config-if)\# end

```
T11 Zccess 1# show interface trunk
```

port Native VLNN 'runk VlNNs
$1 / 1 / 2 \mathrm{R} 1 \quad 1,-111$

## Add a Second Switch to the Topology

T11-Access-2\# configure terminal
T11-Access-2(config) \# VLAN 1111
T11-Access-2(config-VLAN-1111)\# name EMPLOYEES
T11-Access-2(config-VLAN-1111)\# exit

T11-Access-2(config)\# interface 1/1/28
T11-Access-2(config-if)\# VLAN trunk allowed 1,1111
T11-Access-2(config-if)\# exit

T11-Access-2(config)\# interface 1/1/4
T11-Access-2(config-if)\# VLAN access 1111
T11-Access-2(config-if)\# end

## Add a Second Switch to the Topology

```
T11 Access 2# show interface trunk
```

Boxt Nativo VLAN Trunk VLANo

```
1/1/28 1 1,1111
```

Wierozelt whatas warsien 18.0.77134.281 kes 2eds ha =novert varparsing hil rights reacrmed.





Reply fren 1e.11.11.194: Deatimatisn host urrecehable





 Reply tren le.11.11.183; brtea-3iz t1ue<17s TTL-13s

1mp atetastucs or 18.11.11.103.




## Add a Second Switch to the Topology

T11-Access-1\# write memory
Configuration changes will take time to process, please be patient.
T11-Access-2\# write memory
Configuration changes will take time to process, please be patient.

T11-Access-1\# copy running-config checkpoint Lab4-2_final
Configuration changes will take time to process, please be patient.
T11-Access-1\#
T11-Access-2\# copy running-config checkpoint Lab4-2_final
Configuration changes will take time to process, please be patient.
T11-Access-2\#

## Add a Core Switch to the Topology



## Add a Core Switch to the Topology

- Deploy a Core Switch to the topology
- Configure uplinks as trunk ports by enabling 802.1Q
- Add anew VLAN for another users' type
- Enable DHCP server on Access-1


## Add a Core Switch to the Topology

## Add a Core-1 to the Topology



## Add a Core Switch to the Topology



## Add a Core Switch to the Topology

## Access-1 Access-2

T11-Access-1\# configure terminal
T11-Access-1 (config)\# interface 1/1/28
T11-Access-1 (config-if)\# shutdown
T11-Access-2\# configure terminal
T11-Access-2(config)\# interface 1/1/28
T11-Access-2(config-if)\# shutdown
Access-1

T11-Access-1 (config)\# interface 1/1/21
T11-Access-1 (config-if)\# VLAN trunk allowed 1,1111
T11-Access-1 (config-if)\# no shutdown

## Add a Core Switch to the Topology

## Access-1

```
T11 Acces= 1(corfig if)# show LLDP neighbor-info
LILP Neighbor Information
```




```
Total Neiqhbor Entries Deleted : 1
TuLal Neighbur Ealmies Drupped : 0
Total Neighbor Entries Aged-out : 1
LOCAL-DORT CHASSIE-ID PORT-ID FORT-DESC TTL
SYS-NAMF
1/1/21
90:20:c2:1bc:ed:00
1/1:16
1/1/16

\section*{Access-1}

T11-Access-1(config-if)\# description TO_CORE-1_PORT-16

\section*{Add a Core Switch to the Topology}

\section*{Access-2}

T11-Access-2(config)\# interface 1/1/21
T11-Access-2(config-if)\# VLAN trunk allowed 1111
T11-Access-2(config-if)\# no shutdown


\section*{Add a Core Switch to the Topology}

\section*{Core-1}
```

Core 1\# show LLDP neighbor-info | include T11
1/1/1E 88:3a:30:98:30:00 1/1/2% 1/1/22 120
T11-Acocou-1
1/1/37 88:3a:30:97:a4:40 1/1/22
1/1/22
120
T11 Access 2

```

Core-1\# configure terminal
Core-1 (config)\# VLAN 1111
Core-1(config-VLAN-1111)\# name T11_EMPLOYEES
Core-1 (config-VLAN-1111)\# exit

\section*{Add a Core Switch to the Topology}

Core-1 (config)\# interface 1/1/16
Core-1(config-if)\# description TO_T11-ACCESS-1_PORT-21
Core-1 (config-if)\#VLAN trunk allowed 1111

Core-1 (config)\# interface 1/1/37
Core-1(config-if)\# description TO_T11-ACCESS-2_PORT-21
Core-1 (config-if)\#VLAN trunk allowed 1111

\section*{Add a Core Switch to the Topology}


```

CiVUser'sisludenl'ping 10,11,11.10
Proftry, 1a.11.11.10M with %3 mytec of data:

```


```

Reply trun 10.11,11.109: bylex 32 Lite 1ms TTL. 120

```

```

Ping statistics fur 10.11.11.1u4:

```

```

AFgroxinete round trip t1mes in m1Lli-seconds:
Minimun = Inr,, Naximm = Ins, Avarigl = 1mi
\&:{U\&\&゙\&\&\udenl.}

```

\section*{Add a Core Switch to the Topology}

Adding a Second VLAN

\section*{Add a Core Switch to the Topology}


\section*{Add a Core Switch to the Topology}

\section*{Access-1}
```

T11-Access-1\# configure terminal
T11-Access-1 (config)\# VLAN 1112
T11-Access-1 (config-VLAN-1112)\# name MANAGERS
T11-Access-1 (config-VLAN-1112)\# exit
T11-Access-1 (config)\# interface 1/1/21
T11-Access-1 (config-if)\# VLAN trunk allowed 1112
T11-Access-1 (config-if)\# exit

```
```

I11 Zcce=3 1 (corfigr) \# show VI.AN

```

```

Tr:|,Er|rac=e=s

```


```

1111 EMEニOMEES \&F ok stetze
1/1/1.1/1/3,1/1/2=,1//1/28
M11Z MNMNAGERSS UT
1/1/21

```

\section*{Add a Core Switch to the Topology}

\section*{Access-2}

T11-Access-2\# configure terminal
T11-Access-2(config)\# VLAN1112
T11-Access-2(config-VLAN-1112)\# name MANAGERS
T11-Access-2(config-VLAN-1112)\# exit
T11-Access-2(config)\#
T11-Access-2(config)\# interface 1/1/21
T11-Access-2(config-if)\# VLAN trunk allowed 1112
T11-Access-2(config-if)\# exit
T11-Access-2(config)\#

\section*{Add a Core Switch to the Topology}

\section*{Core-1}

Core-1\# configure terminal
Core-1 (config)\# VLAN 1112
Core-1 (config-VLAN-1112)\# name T11_MANAGERS
Core-1(config-VLAN-1112)\# exit

Core-1 (config)\# interface 1/1/16
Core-1(config-if)\# VLAN trunk allowed 1112
Core-1(config)\# interface 1/1/37
Core-1(config-if)\# VLAN trunk allowed 1112

\section*{Add a Core Switch to the Topology}

\section*{Access-1}

T11-Access-1 (config)\# interface 1/1/1
T11-Access-1 (config-if)\# VLAN access 1112

\section*{Access-2}

T11-Access-2(config)\# interface 1/1/4
T11-Access-2(config-if)\# VLAN access 1112
T11-Access-2(config-if)\#

\section*{PC-1}
PC-4

\section*{Add a Core Switch to the Topology}

\section*{PC-4 PC-1}

\(-\)
Microsaft Wintkwr, [ versian 1H. A. 1/144. 4.41]
ic; zalk Mtramatt :arporatinn. All mights reromuea.
C: Wsersistudert>ping 10.1t.12.122
Pingtrg 1क. 11.17.1ヵ1 with 3 hytfe ol data:
Reply from 16.11.12.181: bytes=32 timexits TTL=128

Raply frwi 18.11.12.271: bytas-32 \(1 \mathrm{ime-1n}\) TTI-178

Iing statistics fur 18.11 .12 .131 :

approsinate maind trif times in melli-seronds:
Hinimun - Ons, Naximum - irs, Average - Grs
:: : Whsereisturfents
\(\square\)

\section*{Add a Core Switch to the Topology}

\section*{PC-4 PC-3}

区 Commardfrome:


Teply fran 10.11.12.161z tytas-32 t1mecims TTL-12E
Reply from 19.11.12.191 = byLッs-32 Lire-1ms TTL-12I

Reply frov 19-11.12.191z tytes-32 time-1ms TTL-12E
Ping statistics -ar 10.11.12.192;

Apponsimnte raund tr-1p timps 1 n milit-spennds:

F: */1

P1rki: Lr'errsmil Frailud. Gitarkarel failute.
Plrig: transnit ail=d. General failure.
PING: trgmsnit tailed Gernergi teilure.

Tirıg stokiztics Fur 13.11.11.183:

F: : VUsarskstudent\%

\section*{Add a Core Switch to the Topology}

\section*{T11-Access-1\# write memory}

Configuration changes will take time to process, please be patient.
T11-Access-2\# write memory
Configuration changes will take time to process, please be patient.
Core-1\# write memory
Configuration changes will take time to process, please be patient.

T11-Access-1\# copy running-config checkpoint Lab4-3_final
Configuration changes will take time to process, please be patient.
T1 1-Access-2\# copy running-config checkpoint Lab4-3_final
Configuration changes will take time to process, please be patient.```

