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W\ Y SOFTWARE ANALYTICS
1o OeSoftware analytics refers to , —— -
O analytics specific to the domain of
software systems taking into account m—
source code, static and dynamic
) characteristics (e.g., software
@)

metrics) as well as related processes
O of their development and evolution.

°Telemetry data as well as execution

~ traces or logs can also be taken into
1 I account.



WHAT IS TELEMETRY?

e —
% *Telemetry is the automatic A e |
recording and transmission of data  : . ﬂ“_
from remote or inaccessible sources
] to an IT system in a different _"'mm""“" < | -. = =
O location for monitoring and _, :47 , Sl
O analysis. Ll
O
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HOW TELEMETRY WORKS?

°In a general sense, telemetry works

through sensors at the remote source
which measures physical (such as
precipitation, pressure or temperature)
or electrical (such as current or voltage)
data. This is converted to electrical
voltages that are combined with timing
data. They form a data stream that is
transmitted over a wireless medium, J
wired or a combination of both.
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WHAT KIND OF TELEMETRY?

* Application performance
monitoring (APM)

* Domain-specific telemetry

* Health and system logs



WHAT IS AZURE APPLICATION INSIGHTS?
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© * Application Insights is an extensible Application Performance
Management (APM) service for web developers on multiple platforms.

W * Use it to monitor your live web application.

O * |t will automatically detect performance anomalies.

O

O * |t includes powerful analytics tools to help you diagnose issues and to A
O understand what users actually do with your app. )




HOW DOES AZURE APPLICATION INSIGHTS WORK?
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WHERE CAN | SEE MY TELEMETRY DATA?

* Smart Detection in Application Insights
* Application Map
® Diagnostic search for instance data

* Navigation and Dashboards



©  SMART DETECTION IN APPLICATION INSIGHTS

« VillageHall - Smart detection

VillageHall

| Metrics Explorer =8 Analytics e Time rang:

r¢

VILLAGEHALL

DQ Visual Studio Application Insights » Smart detection

Ci 6 detectior

L

Abnormal rise in failed request rate in app “ai-nrtpd-e2e-ppe”
% Smart detection An abnormal rise in failed request rate

rs - VillageHal ai-nrtpd-e2e-ppe

When did this happen 06/23/2016, 11:58 AM - 12:00 PM UTC
@ Timerange T Refresh © Sendasmile (2 Sendafrown == New Work item

What went wrong: 95.8% faded request rate (46/48)
Normal rate over 8 minutes:

You might find this interesting:  91.5% of all the failed requests affected 12 users

See the analysis of this issue

Was this notification helpful?

Configure alerts of this type. You can opt to receive detailed analysis alert.
Questions or feedback? Visit the ,’\‘:"nln aton l.-.:lj’:"-. Forum

Learn more about this type of alerts

You got this email because you are subscribed to thes type of alerts for “aé-nwtpd-ele-ppe” or becouse ar
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NAVIGATION AND DASHBOARDS

Microsoft Azure &
[\.I 1 OS50 L 2 v 4 p D S{é'g @ @ ’

= Dashboard v + Newdashboard / Editdashboard ) Share ./ Fullscreen (! Clone [il Delete
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W\k: GOOGLE ANALYTICS FOR MOBILE APPS
19O Google Analytics for Mobile Apps enables you
S

* Understand the number of users in your

app, their characteristics, and where they
come from.
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* Measure what actions your users are taking.
@)
o ®Measure in-app payments and revenue.

] / Q@ e Customize reports specific to your business.

/ Visualize user navigation paths.



* Connect your app to Firebase
*Log custom data
*Create audiences

* Target audiences

IMPLEMENTATION PATH




ANALYTICS

Analytics

MoyHiTb aHanisyBaTu Tpadik CBOro cauTy B TPU KPOKH

3apeecTtpyiTteca B cnyx6i Google ’4) [lopanTe KOA BiACTEXEHHSA BuByaiiTe cBOO ayauTopito MouHiTb BUKopUcToByBaTH Google Analytics
Analytics

\;J A 3apeecTpyBaTUCS

3apeecTpyiTech 3apas. Lle nerko Ta
6e3KOoLTOBHO!

By OTPUMAETE KO BIACTEXEHHS, AKUI 3a KinbKa roguH Bu 3MOXeTE nodaunTu MaeTe sanuTanHA? [LoBiAKOBMH LIeHTp
Ham noTpibKi nuwwe aesKi OCHOBHI AaHi npo NOTPIGHO BCTABUTYM Ha CBOI CTOPIHKMK, W06 [AaHi WoA0 BaLIOro canTy
CaWT, 32 AKUM BU XOUeTe CNocTepiraTu. cucteMa Google 3Hana, Konu Baw canT
BiABIAYIOTDL.

| domawHsa cTtopiHka Analytics | YMoBu BukopucTannsa | Monituka koHdinenuyinHocTi | HagicnaTtu sigryk




BMOEDITL OAWH BaplaHT v

Analytics

Yacoeuit NoAc

Cnonyuesi Wtatn ~ (Yac sa lNpinsiuem:-08:00) yac: Jloc-AHgKenec v

HoBUI 06NIKOBUI 3anuc .
Hanaun’yBaHHﬂ CMiNbHOrNro goCcTtyny A0 AaHUX

0 NoTpibHO BigcTeXyBaTN? ) . i _— i . L .
w P A y Mu rapaHTyemo Beanexy i KOHDIASHUIHICTb AaHKX, RKi B 30MpacTe, odpobnacTe Ta 30epiraeTe 3a 4ONOMOrY

3axucTy cnyxom Google Analytics, BUKOHAHHA BaXIMBUX CUCTEMHUX ONEPALLIN i, Y AeRKNX BUNaaKax, ANA 3a04
Beb6-cant MobinbHui goaaTok

3a 4ONOMOTO0 LMX NapaMeTpiB MOXHa KepysaTu A0CTYnoM Ao AaHux Google Analytics. oknagHiwe

HanawTysaHHA 06NnikoBoOro 3anucy v/ Mpoayxtu Ta nocnymm Google PEKOMERAOBAK

Hazea obnikoeoro 3anucy

v" MNopieHANLHUA aHanis

HanawTyBaHHA pecypcy

Hasea Beb-caifTy lNokasaTu npuknag

PE

cl

v TexHiuxa nigTpumka

URL-appeca eeb-canTy

http:// Mpuxknag: http eveng = .
v/ Cneujanictu 3 obnikoeux zanucis

Kateropia ranysi

BubepiTe 0guH BapiaHT v







